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# Inledning

## Programmet för fonden för inre säkerhet

Inrikesministeriet har utarbetat det program för Fonden för inre säkerhet som förutsätts i artikel 13 i Europaparlamentets och rådets förordning (EU) 2021/1149. Programmet verkställer fonden i Finland under EU-programperioden 2021–2027. Programmet är ett strategiskt dokument som allmänt beskriver de nationella behoven inom fondens sektor, målen för dem, de planerade åtgärderna, förväntade resultat, indikatorerna som mäter resultaten och den planerade fördelningen av finansieringen.

Programmets prioriterade områden ska vara konsekventa med unionens prioriterade områden och utmaningar, och programmet ska besvara dessa prioriterade områden och utmaningar. Programmets prioriterade områden ska följa unionens regelverk och unionens överenskomna, prioriterade områden.

Programmet utarbetades i en arbetsgrupp som utsågs för att bereda programperioden och EU-förordningen för fonderna för inrikes frågor. I arbetsgruppen deltog polis-, gränsbevaknings- och räddnings- och migrationsavdelningen vid inrikesministeriet som ansvarar för invandring och den inre säkerheten, justitieministeriet och andra ministerier som är centrala för ärendet. Från ämbetsverk och andra intressentgrupper deltog bland annat Polisstyrelsen, Gränsbevakningsväsendet, Tullen, Migrationsverket, Delegationen för etniska relationer (ETNO), Finlands Kommunförbund, Riksåklagarens byrå och Brottspåföljdsmyndigheten. Ålands landskapsregering ombads att separat göra utlåtanden om frågor som berör Åland. I samband med beredningen av programmet ordnade man remissbehandling och samråd för statsmyndigheter, lokala myndigheter, myndigheter på regionnivå, medborgarorganisationer och fackföreningar.

En central del i beredningen av programmet har varit informationsinsamlingen samt att samordna unionens regelverk som tillämpas inom olika förvaltningsområden och föreslagna åtgärder, nationellt identifierade behov och mål som följer unionens prioriterade områden. I utarbetandet av programmet har man beaktat bland annat anteckningar i regeringsprogrammet, nationella strategier, strategier på EU-nivå, utredningar och åtgärdsprogram som i utgångsläget är väsentliga för fondens sektor.

Europeiska kommissionen godkände programmet den 29 juli 2022 och ändringen av programmet den 17 oktober 2024.

## Fondens genomförandeplan

Enligt 5 § i lagen om fonderna inom området för inrikes frågor under programperioden 2021–2027 (1125/2021) och 3 § i statsrådets förordning om fonderna 119/2022 bereder inrikesministeriet ett förslag till en genomförandeplan för genomförande av programmet efter att ha hört programmets övervakningskommitté.

Med hjälp av genomförandeplanen vill man säkerställa ett systematiskt verkställande av fondens program med sikte på effektivitet och beskriva hur verkställandet av programmet framskrider.

Genomförandeplanen utarbetas i nära samarbete med de förvaltningsområden och intressentgrupper som är väsentliga för verkställandet av fonden, med beaktande av aktuella behov som främjar verkställandet av programmet och dess resultat samt pågående projekt eller funktioner. I beredningen av planen beaktas även det innehåll i Europeiska unionens övriga finansieringsinstrument och -program som är av betydelse för fonden och dess mål.

Genomförandeplanen innehåller beskrivningar av de åtgärder som understöds, deras centrala mål och den verksamhet som stöds för att nå målen samt den understödda verksamhetens resultatmål och mätare. I planen ges även en beskrivning av eventuella stödmottagare, beviljade bidragsandelar och övrig EU-finansiering som verksamheten samordnas med. I verkställandet av Fonden för inre säkerhet följer man genomförandet av bland annat BMVI-fonden, finansieringsprogrammet på det rättsliga området och RRF-programmet för att hitta synergier och undvika överlappningar. I genomförandeplanen definieras dessutom tidtabellen för öppnandet av ansökan till åtgärderna och vid behov en närmare inriktning av den finansiering som ingår i programmet. Från den första uppdateringen av genomförandeplanen innehåller planen även en beskrivning av hur verkställandet av programmet framskrider. Genomförandeplanen utarbetas för två år i taget och uppdateras en gång i året.

Denna genomförandeplan som kompletterar fondens program genomförs 2024–2025.

Genomförandeplanen har behandlats av fondens övervakningskommitté i ett skriftligt förfarande under tiden 14–22.12.2023 och 9-17.12.2024.

## Fondprogrammets specifika mål och finansiering

Fondens verksamhetspolitiska mål är att främja säkerställandet av säkerhetens höga nivå i unionen, särskilt genom att förebygga och bekämpa terrorism, radikalisering, grov och organiserad brottslighet och cyberbrottslighet, hjälpa och skydda brottsoffer och vara förberedd för säkerhetsrelaterade tillbud, risker och kriser genom skydd från dem och en effektiv administration av dem.

Inom ramen för det verksamhetspolitiska mål som anges ovan ska fonden bidra till att följande specifika mål uppnås:

1. informationsutbytet mellan och inom behöriga myndigheter och unionens relevanta organ och inrättningar samt vid behov även med tredje länder och internationella organisationer förbättras och underlättas,
2. gränsöverskridande samarbete förbättras och effektiviseras, vilket också gäller gemensamma operationer relaterade till terrorism och grov och organiserad gränsöverskridande brottslighet mellan behöriga myndigheter och
3. stärkande av medlemsstaternas beredskap för förebyggande och bekämpning av brottslighet, terrorism och radikalisering samt kontroll av situationer, risker och kriser som hotar säkerheten stöds, även genom närmare samarbete mellan myndigheter, unionens relevanta organ eller inrättningar, civilsamhället och privata partner i olika medlemsstater.

Fondens finansiering på EU-nivå är cirka 1,93 miljarder euro.

I början av programperioden var Finlands andel av fondens finansiering cirka 36,6 miljoner euro. År 2024 fick Finland tilläggsfinansiering på 913 770,77 euro genom kommissionens specialåtgärdsansökan och finansieringsandelen ökade till omkring 37,5 miljoner euro.

Tabell 1: Finansieringens årliga indikativa fördelning, inklusive tekniskt bistånd:

| 2021 + 2022 | 7 677 113 |
| --- | --- |
| 2023 | 6 669 899 |
| 2024 | 7 401 026 |
| 2025 | 5 470 680 |
| 2026 | 5 400 343 |
| 2027 | 4 896 467 |
| Totalt | 37 515 526 |

Programfinansieringen inriktas enligt de specifika målen. Under de specifika målen indelas finansieringen i projektunderstöd och operativt stöd.

Tabell 2: Programfinansieringens fördelning mellan specifika mål utan tekniskt bistånd:

|  |  |
| --- | --- |
| ET1 Informationsutbyte | 12 085 485,47 |
| projektunderstöd | 10 876 936,92 |
| operativt stöd | 1 208 548,55 |
| ET2 Gränsöverskridande samarbete | 3 798 295,43 |
| projektunderstöd | 3 494 431,80 |
| operativt stöd | 303 863,63 |
| specialåtgärder | 862 047,90 |
| ET3 Förebyggande och bekämpning av brottslighet | 18 646 177,58 |
| projektunderstöd | 16 781 559,83 |
| operativt stöd | 1 864 617,76 |
| Totalt | 35 392 006,39 |

I samband med halvtidsutvärderingen 2024 är det möjligt att få tilläggsfinansiering för programmet under förutsättning att minst 10 procent av den ursprungliga finansieringsandelen har använts och rapporterats till kommissionen senast den 31 december 2024. Tilläggsfinansieringen allokeras till medlemsstaterna enligt kriterierna som definierats i förordningen om fonden.

Det är också möjligt att få tilläggsfinansiering för programmet via specialåtgärdsansökningar.

## Genomförande av programmet

Under åren 2022–2024 ordnades sex utlysningar för fonden. Genomförandet av programmet har startat effektivt med undantag för specifikt mål 2, inom ramen för vilket bara ett projekt har inletts.

Totalt är cirka 27,3 miljoner euro reserverade för projekt och verksamhet som täcks med operativt stöd. Beloppet av generell finansiering som återstår uppgår till totalt cirka 7,3 miljoner euro.

Polisstyrelsen, Skyddspolisen, Tullen, justitieministeriet, Egentliga Finlands välfärdsområde, Migrationsverket, Helsingfors stad, Östra Nylands välfärdsområde, Helsingfors Diakonissanstalt, Finlands Flyktinghjälp och Mieli rf har inlett projektverksamhet.

### Specifikt mål 1 Informationsutbyte

Under specifikt mål 1 har följande åtgärder inletts (genomförandeåtgärd inom parentes):

* hantering av livscykelinformation om vapen (1 C),
* interoperabilitet mellan informationssystem, utökade frågemöjligheter och förmåga att bearbeta passagerardata (1 C),
* harmonisering av datalagring och centraliserade söktjänster (1 C),
* användningen av artificiell intelligens och analysverktyg vid analys av datamassor (1 D),
* Underhålls- och användningsstöd (operativt stöd) av informationssystemet SIS II

Av medlen under specifikt mål 1 är cirka 11,5 miljoner euro reserverade. I samband med att ansökningarna behandlades för beslut frigjordes en del av finansieringen, och beloppet av generell finansiering uppgår till cirka 550 000 euro.

### Specifikt mål 2 Gränsöverskridande samarbete

Under specifikt mål 2 har följande åtgärder inletts (genomförandeåtgärd inom parentes):

* smidigare informationsflöde mellan polisen och inkvarteringsföretagen för att effektivisera brottsbekämpningen och -utredningen (2 B)

Under specifikt mål 2 uppgår beloppet av reserverad finansiering till cirka 365 000 euro och beloppet av generell finansiering till cirka 4,3 miljoner euro.

### Specifikt mål 3 Förebyggande och bekämpning av brottslighet

Under specifikt mål 3 har följande åtgärder inletts (genomförandeåtgärd inom parentes):

* öka kompetensen inom bekämpning av cyberbrottslighet, två projekt (3 A)
* öka kompetensen inom bekämpning av miljöbrott (3 A)
* utveckla polisens yrkesövergripande spelverksamhet (3 A)
* effektivisera bekämpningen av korruption (3 A)
* förebygga cyberbrottslighet (3 B),
* förhindra radikalisering (3 B),
* bygga en mekanism för att identifiera och vägleda offer för människohandel (3 B),
* förbättra kompetensen och kapaciteten i fråga om gängbrottslighet och Exit-verksamhet i anslutning till den inom polisen (3 B)
* utveckling av statistik om offer för människohandel (3 C),
* genomförande av lagen om skydd för meddelarskydd (3 C),
* förbättra säkerheten för personer med utländsk bakgrund som blivit offer för hedersrelaterat våld eller annat våld i nära relationer och deras rättigheter (3 C)
* förvärv av brottsförebyggande utrustning (3D),
* anskaffning av utrustning i anslutning till CBRNE-prestanda, tre projekt (3 D),
* anskaffning av materiel i anslutning till kapaciteten hos polisens specialtruppsverksamhet (3 D),
* förbättra prestandan i den tekniska utredningen inom tullbrottsbekämpningen(3 D),
* förbättra funktionsberedskapen för informationsinhämtning genom övervakning inom tullbrottsbekämpningen samt övervakningens prestanda (3 D),
* förbättra kapaciteten vid den tekniska brottsutredningen genom att utveckla användningen av och kompetensen inom 3D-teknik (3 D),
* förbättra prestandan inom urban sök och räddning (3 D)
* stärka den brottsförebyggande verksamheten vid den östra gränsen (operativt stöd),
* bryta sig ur den kriminella cykeln (operativt stöd),
* föra till undersökning regleringsbrott som hänför sig till kringgående av sanktioner (operativt stöd),
* förebygga och avslöja allvarliga miljöbrott inom avfallsbranschen (operativt stöd).

Av medlen under specifikt mål 3 är cirka 15,4 miljoner euro reserverade. Beloppet av generell finansiering uppgår till cirka 3,3 miljoner euro.

## Åtgärder som ska vidtas enligt de specifika målen i programmet och allokering av finansieringen 2024–2025

Fondens tredje genomförandeplan gäller för 2024 och 2025. Båda åren ordnas två utlysningar av medel ur fonden.

# Specifika mål

## Specifikt mål 1 Informationsutbyte

### 1 A Enhetlig tillämpning av unionens säkerhetsregelverk

| 1 A 1 Ändringar gällande informationsutbyte som Schengenutvärderingen förutsätter genomförs |
| --- |
| Korrigeringen av brister som iakttagits i Schengenutvärderingen prioriteras när föremål för finansiering planeras. Planerna rapporteras regelbundet till kommissionen i enlighet med evalueringsmekanismen. Följande utvärdering i Finland utförs 2023.**Målet är genomföra Schengenutvärderingarnas rekommendationer i enlighet med åtgärdsplanen.** |
| **Understöd** | 75 % |
| **Möjliga stödmottagare**  | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Åtgärderna samordnas med åtgärder som finansieras ur andra EU:s fonder för inrikes frågor |
| **Indikatorer som ska tillämpas**I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.1.3 Antal etablerade/anpassade/underhållna informations- och kommunikationstekniksystem (IKT-system)Resultatindikatorer:R.1.5 Antal IKT-system som gjorts interoperabla i medlemsstaterna/med säkerhetskritiska informationssystem inom EU och säkerhetskritiska decentraliserade informationssystem/med internationella databaser |
| **Ansökningstid**  | hösten 2024, våren 2025 om finansiering återstår/har frigjorts, hösten 2025 om finansiering återstår/har frigjorts |
| **Projektet inleds senast** | Se utlysningen |

| 1 A 2 Övriga åtgärder som anknyter till tillämpningen av unionens regelverk  |
| --- |
| Inga åtgärder under 2022. |
| **Understöd** | 75 % |
| **Möjliga stödmottagare**  | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas** |
| **Ansökningstid**  | hösten 2024, våren 2025 om finansiering återstår/har frigjorts, hösten 2025 om finansiering återstår/har frigjorts |
| **Projektet inleds senast** | Se utlysningen |

### 1 B Etablering, anpassning, underhåll och interoperabilitet av unionens säkerhetskritiska informationssystem samt säkerhetskritiska decentraliserade informationssystem

|  |
| --- |
| 1 B 1 Informationssystemens interoperabilitet  |
| Funktioner som gäller interoperabiliteten mellan informationssystem i hela EU enligt förordningarna om interoperabilitet mellan EU:s informationssystem. Interoperabilitet påverkar också de nationella informationssystemens funktion och verksamhetsprocesser, vilka ska utvecklas i enlighet med redan identifierade och framtida behov. Vid utveckling av interoperabilitet ska man utöver ändringar i informationssystem även beakta tillräcklig begreppsmässig interoperabilitet och utvecklingen av källsystemens metadatastrukturer så att den inre säkerhetens processer, informationsutbyte och informationshanteringens förfaranden bildar en helhet som säkerställer interoperabilitets- och säkerhetskraven.**Syftet är att bekämpa, upptäcka eller utreda grova brott genom att säkerställa interoperabilitet mellan relevanta informationssystem såväl nationellt som på EU-nivå och myndigheternas tillgång till nödvändig information. Säkerhetsmyndigheter har till sitt förfogande tekniska lösningar som möjliggör sökning av nationell och internationell information, oavsett nationella och internationella datakällor och användarmyndighet, på ett så omfattande sätt som möjligt i enlighet med principerna för dataskydd och datasäkerhet.**  **Hela den straffrättsliga kedjan fungerar sömlöst.**Understöd kan beviljas för projekt där man till exempel: * skapar bred nationell interoperabilitet för att uppfylla internationella åtaganden genom utveckling av informations-, drifts- och åtkomstarkitektur och design av tekniska lösningar,
* utvecklar nationella informations-, ärendehanterings- och meddelandesystem, till exempel slutförande av pågående SIS III-utvecklingsåtgärder, utveckling av Tunto- och CRIS-systemen, vapeninformationssystem,
* bygger gränssnitt, integrationer och funktioner relaterade till interoperabiliteten mellan EU-omfattande informationssystem med hänsyn till datasäkerhet,
* skapar behövliga åtkomstpunkter,
* utbildar myndigheter i verkställandet av interoperabilitetsförordningar och införandet av förändringar av informationssystem,
* implementerar nödvändiga processförändringar och riktlinjer.

Resultatmål:De nationella informationssystemförändringarna, anslutningarna och gränssnitten har med de gemensamma plattformar och system som används på EU-nivå implementerats inom den överenskomna tidsramen,* uppgifterna i informationssystem på EU-nivå har integrerats i analysen av passagerarinformation,
* myndigheterna är utbildade i användningen av systemen och har en klar förståelse för hur systemen fungerar och hur de påverkar det egna arbetet.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som syftar till att förbättra interoperabiliteten mellan EU:s informationssystem och nationella informations- och kommunikationstekniksystem (IKT-system), i den utsträckning som föreskrivs i unionslagstiftning eller nationell lagstiftning. |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.1.1 Antal deltagare i utbildningsverksamhetO.1.2 Antal expertmöten/workshops/studiebesök O.1.3 Antal etablerade/anpassade /underhållna informations- och kommunikationstekniksystem (IKT-system)O.1.4 Mängden anskaffad utrustningResultatindikatorer:R.1.5 Antal IKT-system som gjorts interoperabla i medlemsstaterna/med säkerhetskritiska informationssystem inom EU och säkerhetskritiska decentraliserade informationssystem/internationella databaserR.1.7 Antal deltagare som tycker att utbildningen är användbar i arbetetR.1.8 Antal deltagare som tre månader efter utbildningsaktiviteten anger att de använder de färdigheter och kompetenser som förvärvats i den utbildningsaktiviteten |
| **Ansökningstid** | hösten 2024, våren 2025 om finansiering återstår/har frigjorts, hösten 2025 om finansiering återstår/har frigjorts |
| **Projektet inleds senast** | Se utlysningen |

### 1 C Ökning av den aktiva användningen av unionens informationssystem och decentraliserade informationssystem

|  |
| --- |
| 1 C 1 Effektivisering av informationsutbytet |
| Informationssystemutmaningar ställer till stora problem för både nationellt och internationellt informationsutbyte. I Schengenutvärderingen av Finland som genomfördes 2018 konstateras att polisens kompetens och kunskap i användningen av internationella informationssystem inte är på en tillräckligt god nivå. Bristen på kompetens beror bl.a. förekomsten av flera system för informationsutbyte, silofieringen av informationssökningskanaler, svårigheten att använda systemen eller bristen på utbildning. De olika kanalerna för informationsutbyte används separat från nationellt informationsutbyte och ärendehantering.Särskilt under exceptionella omständigheter är informationsflödet och en aktuell lägesbild viktiga mellan de olika myndigheterna, civila myndigheter och de organisationer som stöder dem. Det finns ett behov av att utveckla nya sätt att bilda en lägesöverblick, kommunikationsstrukturer och krypterade informationssystem mellan nationella, regionala och lokala aktörer. Dataskyddsdirektivet har på grund av olika tolkningar av direktivet orsakat problem i informationsutbytet mellan myndigheter. Utbildning och enhetlig praxis behövs för att korrigera denna situation.Att utveckla informationsutbytet mellan brottsbekämpande myndigheter och rättsliga myndigheter för att förebygga, avslöja och utreda brott samt verkställa straffansvar är avgörande för att förbättra nationell säkerhet och EU:s inre säkerhet. I december 2021 gav kommissionen ett förslag till direktiv om utbyte av information och ett förslag till förordning om automatiskt utbyte av uppgifter för polissamarbete (så kallad Prüm II). De åtgärder som följer av direktivet och förordningen kommer att genomföras inom ramen för genomförandeplanerna för de kommande åren.**Syftet är att nationellt och internationellt effektivisera datasäker informationssökning, informationsutbyte och skapande av en lägesbild och anslutande processer, oavsett användarmyndighet, till stöd för beslutsfattande, kontroll och brottsförebyggande verksamhet.** Understöd kan beviljas för projekt där man till exempel: * skapar tekniska lösningar som möjliggör säker nationell och internationell informationssökning även på brottsplatser, oavsett nationella och internationella datakällor och användarmyndigheter,
* utvecklar processer och reformerar arbetsmetoder mellan myndigheter och med den privata sektorn och organisationer,
* utbildar myndigheter i att effektivare använda databaser och upprätthåller kompetensen,
* effektiviserar informationsutbytet och det operativa samarbetet med olika länder, EU-organisationer och internationella organisationer inklusive informationsutbytet som baserar sig på Prüm II-förordningen, med beaktande av internationell informationsklassning,
* förbättrar dataskyddskompetensen och dataskyddsprocesserna,
* möjliggör genomförandet av direktivet om informationsutbyte i Finland.

Resultatmål bland annat följande:* SIENA-utvecklingen har främjats,
* passagerarinformationsfunktionerna och eventuella trafikformsneutrala passagerarunderrättelser har utvecklats,
* användargränssnittet för CSAM-systemet har utvecklats,
* data från CSAM-systemet kan också överföras till Interpols, Eurojusts och Europols databaser,
* utvecklingen relaterad till söktjänsten Renki har fortsatt,
* kompetensen hos personuppgiftsbiträden samt dataskyddsprocesserna har förbättrats i enlighet med dataskyddslagen,
* vapeninformationssystemet och övervakningen av livscykeln hos och lokaliseringsdata för vapen och vapenkomponenter har utvecklats,
* utbildning i effektivare användning av databaser har tillhandahållits, såsom kurser om internationellt samarbete och informationsutbyte,
* data har överförts från det nuvarande vapeninformationssystemet till det nya systemet och e-tjänster för näringsidkare har implementerats,
* den analytiska informationssystemhelheten har utvecklats för att i större skala tillgodose polisens och andra PTR-myndigheters behov,
* de ändringar och utvecklingsåtgärder som direktivet om informationsutbyte förutsätter bland annat i informationssystemen har genomförts.
 |
| **Understöd** | 75 % |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Åtgärder samordnas med BMVI-finansieringen |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.1.1 Antal deltagare i utbildningsverksamhetO.1.2 Antal expertmöten/workshops/studiebesökO.1.3 Antal etablerade/anpassade/underhållna informations- och kommunikationstekniksystem (IKT-system)Resultatindikatorer:R.1.5 Antal IKT-system som gjorts interoperabla i medlemsstaterna/med säkerhetskritiska informationssystem inom EU och säkerhetskritiska decentraliserade informationssystem/internationella databaserR.1.7 Antal deltagare som tycker att utbildningen är användbar i arbetetR.1.8 Antal deltagare som tre månader efter utbildningsaktiviteten anger att de använder de färdigheter och kompetenser som förvärvats i den utbildningsaktiviteten |
| **Ansökningstid** | hösten 2024, våren 2025 om finansiering återstår/har frigjorts, hösten 2025 om finansiering återstår/har frigjorts |
| **Projektet inleds senast** | Se utlysningen |

### 1 D Stöd för nationella åtgärder, inklusive sammankoppling av nationella databaser och anslutning av dem till unionens databaser

|  |
| --- |
| 1 D 1 Främjande av digitalisering |
| Utvecklingen av digitaliseringen och teknologier är mycket snabb och omfattande, och möjligheterna de medför utnyttjas också i kriminella syften. Ny teknik har en mycket bred kontaktyta mot myndigheters verksamhet inom olika sektorer. Mängden data som ska undersökas har ökat exponentiellt och är ofta komplex. Den större användningen av digitalt material i förundersökningsmaterialet är utmanande till exempel på grund av lagringsplattformens otillräcklighet och föråldrade nätlösningar. Detaljerad behandling av data är omöjlig för en människa och felaktig och ofta ytlig i förhållande till hela datamassan på grund av mänskliga skäl. Detta utmanar myndigheter när det gäller kunnande, verktyg som används, informationssystem, metoder och aktuell teknik. Den ökande mängden data har skapat ett behov av att utveckla lösningar som utnyttjar maskininlärning. Bristen på automatisering leder i onödan till parallell användning av flera separata databaser och system i det dagliga arbetet. Det finns flera system och de är svåra att använda. Detta saktar ner processer och tär på personalresurser. Olika ytterligare sökningar måste göras, vilket orsakar extra arbete och osäkerhet i kedjan av information. Digitaliseringen och annan teknisk utveckling kommer att vara väsentliga utvecklingsområden de kommande åren när det gäller effektivisering av myndigheters verksamhet och förbättrad inre säkerhet. Dessutom kommer de att kräva nationellt och internationellt samarbete även med näringslivet och vetenskapsvärlden. Förundersöknings- och rättsmyndigheterna ska bland annat identifiera och hantera potentiellt digitalt bevismaterial och kunna utveckla produkter och lösningar som möjliggör att arbetsuppgifter kan utföras på ett högkvalitativt och datasäkert sätt. Trots de stora mängderna av data bör processerna vara snabba och brottsförebyggande åtgärder bör baseras på analys. I beredningen ingår ny EU-reglering som främjar digitaliseringen av samarbetet gällande brottmål. EU-kraven förutsätter lösningar som grundar sig på digitalisering även inom polisens fältarbete, såsom i tillståndsförvaltning och terminalutrustning som används inom övervakning och i polisbilar, i vilka även EU:s gemensamma databaser används. I enlighet med regeringsprogrammet stärks digitaliseringen både i brottsundersökningen och i brottsbekämpningen.Digitalisering ska utnyttjas på ett omfattande sätt inom verksamhet som bedrivs av myndigheter som är centrala för brottsprocessen och den inre säkerheten. Med ISF-stöd utvecklar man bekämpning och undersökning av grov brottslighet genom att förbättra de brottsbekämpande myndigheternas förmåga att ta emot, förvara och förmedla datatekniskt bevismaterial. Dessutom utvecklas nya dataförbindelser och ökad datorkapacitet i synnerhet med tanke på användningen av 5G-teknik. Utnyttjandet av digitalisering, automatisering, modern mjukvarurobotik, artificiell intelligens och maskininlärningsprocesser främjas inom bland annat granskning av material, klassificering av uppgifter, individuella kontroller som förutsätts enligt dataskyddskrav, verifiering av identitet, internationellt samarbete, underrättelseverksamhet, analysverksamhet, IT-forensik, utredning av penningtvättbrott och misstankar om penningtvätt, identifiering av misstänkta och gärningsmän, förundersökning, serialisering av ärenden och underrättelse inom öppen källkod. Utnyttjandet av virtuell verklighet och robotik främjas vid brottsplatsundersökning, scenariomodellering och utbildning.Dataskyddslagen förutsätter att personuppgiftsbiträdens kompetens förbättras. Informationens tillgänglighet vid rätt tidpunkt säkerställs i bekämpning av brottslighet och användbarheten av datamängderna i myndigheternas gemensamma operationer effektiviseras.**Målet är att myndigheternas informationssystem, verktyg och redskap motsvarar verksamhetsmiljöns behov och följer den tekniska utvecklingen.** Understöd kan beviljas för projekt där man främjar digitalisering till exempel genom att man: * förvärvar ny mjukvara och hårdvara,
* förbättrar lagrings- och dataöverföringslösningar, till exempel begränsade molntjänstbaserade myndighetslösningar,
* förbättrar analysförmåga och nätförbindelser,
* förbättrar myndigheters kompetens och arbetsprocesser,
* utvecklar mobila lösningar,
* inför användning av artificiell intelligens, särskilt för behandling av stora datamängder,
* automatiserar behandlingen av tips och data, till exempel i samband med passagerarunderrättelser och CSAM,
* introducerar nya tekniska applikationer och verktyg,
* anskaffar utrustning och annan infrastruktur för att möjliggöra korrekt behandling,
* utbildar de nödvändiga parterna.

Resultatmål:* bättre beredskap att undersöka, behandla och analysera stora mängder data med hjälp av automatisering och artificiell intelligens,
* bättre förmåga bearbeta och spara digitalt bevismaterial,
* verksamheten är effektivare, kostnadsbesparingar har uppstått,
* kvaliteten på och tillgängligheten av arbete och lagrad data är bättre,
* manuellt arbete har minskat,
* genomgång, identifiering och klassificering av material har försnabbats och är effektivt och använder artificiell intelligens,
* personalresurser är bättre inriktade på den egentliga operativa verksamheten,
* informationssystem som är enklare att använda,
* en större del av data kan utnyttjas,
* på nationell nivå använder alla samma system, vilket gör att arbetsprocessen och utbildningsbehovet är enhetligt på nationell nivå och att informationsutbytet blir mer effektivt,
* de svaga signalerna som kan upptäckas från data upptäcks bättre och de kopplingar eller ömsesidiga lagligheter som finns i data framträder,
* uppgifterna kan även överföras till internationella databaser vid behov,
* ett verksamhetsstyrningssystem för teknisk brottsutredning har utvecklats.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som syftar till att förebygga och bekämpa cyberbrottslighet, särskilt sexuellt utnyttjande av barn på nätet, och brott där internet är den primära plattformen för bevisinsamling.  |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Aktiviteterna kommer att samordnas med programmet Digital Europe |
| **Indikatorer som ska tillämpas**I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.1.1 Antal deltagare i utbildningsverksamhetO.1.3 Antal etablerade/anpassade/underhållna informations- och kommunikationstekniksystem (IKT-system)O.1.4 Mängden anskaffad utrustningResultatindikatorer:R.1.5 Antal IKT-system som gjorts interoperabla i medlemsstaterna/med säkerhetskritiska informationssystem inom EU och säkerhetskritiska decentraliserade informationssystem/internationella databaserR.1.7 Antal deltagare som tycker att utbildningen är användbar i arbetetR.1.8 Antal deltagare som tre månader efter utbildningsaktiviteten anger att de använder de färdigheter och kompetenser som förvärvats i den utbildningsaktiviteten |
| **Ansökningstid** | hösten 2024, våren 2025 om finansiering återstår/har frigjorts, hösten 2025 om finansiering återstår/har frigjorts |
| **Projektet inleds senast** | Se utlysningen |

### SM1 Operativt stöd

|  |
| --- |
| Operativt stöd används för att täcka personalkostnader och kostnaderna för att underhålla och driva nationella informationssystem och nätverk som stöder informationsutbytet. Det operativa stödet ska särskilt säkerställa och trygga underhållet och användbarheten av gemensamma system på EU-nivå. |
| **Understöd** | 100 % |
| **Möjliga stödmottagare** | Polisen och rättsregistercentralen |
| **Samordning med annan EU-finansiering** | - |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.1.3 Antal etablerade/anpassade/underhållna informations- och kommunikationstekniksystem (IKT-system)Resultatindikatorer: - |
| **Ansökningstid** | Inga planerade utlysningar (finansieringen är bunden) |
| **Projektet inleds senast** | Se utlysningen |

## Specifikt mål 2 Gränsöverskridande samarbete

### 2 A Öka brottsbekämpande insatser som involverar två eller flera medlemsstater

|  |
| --- |
| 2 A 1 Deltagande i operativt samarbete |
| Den föränderliga verksamhetsmiljön, det världspolitiska läget och olika säkerhetshot, såsom hybridinflytande, utmanar brottsbekämpande myndigheter och andra myndigheter. Informationen kan vara decentraliserad, ett problem kan spänna över många myndigheter eller stater, och resurser och expertis är begränsade. Man strävar efter att möta utmaningarna genom multiprofessionell operativ brottsbekämpning och annat myndighetssamarbete. År 2021 har kommissionen gett ett förslag till rekommendation om operativt polissamarbete. Kommissionen strävar efter att effektivisera, förbättra, utveckla, modernisera och underlätta brottsbekämpande samarbete mellan relevanta nationella myndigheter och aktörer. I rekommendationen klargörs att termen "polissamarbete" syftar på verksamhet som involverar alla behöriga brottsbekämpande myndigheter i medlemsstaterna. Rekommendationen anses vara en del av Schengenregelverket. Syftet är att ta itu med hinder för polisinsatser i andra medlemsstater i samband med gränsöverskridande förföljanden, gränsöverskridande övervakning och gemensam patrullering och andra gemensamma operationer. Det syftar också till att främja gränsöverskridande polissamarbete som ett sätt att bekämpa smuggling av migranter, stödja förebyggande och upptäckt av illegal migration och intensifiera det gränsöverskridande polissamarbetet för att bekämpa människohandel och identifiera och skydda offer.De brottsbekämpande myndigheternas gemensamma utredningsgrupper, operationer och övningar möjliggör för sin del bekämpning av gränsöverskridande brottslighet och terrorism samt utvecklingen av avslöjande och förebyggande verksamhet. Ett nära samarbete med förundersöknings- och åklagarmyndigheterna är väsentligt för att straffansvaret ska kunna förverkligas. Gemensamma övningar kommer att förbättra det operativa samarbetet i bland annat val av metoder, praktisk operativ verksamhet, situationshantering och användning av verktyg, utrustning och kommunikationskanaler. Internationellt och nationellt samarbete bygger på ett väletablerat samarbete mellan de nationella kontaktpunkterna (SPOC), de olika polisenheterna och PTR-myndigheterna. I myndighetssamarbetet deltar vid behov även till exempel social- och hälsovårdsmyndigheter. Samarbetet ska utvecklas på såväl nationell som regional och lokal nivå och mellan olika nivåer. **Syftet är att integrera erfarenheter och bästa praxis från gemensamma operationer i det dagliga arbetet, vilket förbättrar effektiviteten i brottsbekämpningen. Tvärsektoriellt operativt samarbete mellan brottsbekämpande myndigheter är effektivt och drar nytta av nya metoder för samarbete och informationsutbyte samt nya tekniska tillämpningar och verktyg.** Understöd kan beviljas för projekt där man mellan både nationella och internationella myndigheter till exempel: * deltar i EMPACT-operationer och åtgärdsdagar,
* deltar i gemensamma utredningsgrupper,
* främjar samarbete, till exempel genom kriminalunderrättelse- och övervakningsoperationer i identifierade hotområden,
* deltar i gemensamma operationer och informationsutbyte som kräver särskild kompetens, till exempel inom it-brottslighet och miljöbrottslighet,
* deltar i gemensamma övningar.

Resultatmål:* PTR-myndigheterna har deltagit i det samarbete som inletts i enlighet med EMPACT-prioriteringarna som utarbetats på grundval av de hotbedömningar som upprättats av Europol och Frontex,
* myndigheterna har varit involverade i utarbetandet av operativa planer och operationer för EMPACT-prioriteringarna och i de gemensamma brottsspecifika åtgärdsdagarna,
* övningar har genomförts mellan både nationella och internationella myndigheter,
* användningen av gemensamma patruller och operativa samarbetsmekanismer har ökat, utredningsgruppers verksamhet och utrustning är på en bra nivå,
* informationen förmedlas vid rätt tidpunkt särskilt i internationella operationer,
* det operativa samarbetet har förbättrats i och med övningarna i bland annat val av metoder, praktisk operativ verksamhet, situationshantering och användning av verktyg, utrustning och kommunikationskanaler.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som tar itu med de största hoten från grov och organiserad brottslighet inom ramen för EU:s verksamhetspolitiska cykel/EMPACT:s operativa verksamhet.  |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Åtgärder samordnas med BMVI-finansiering och Europols finansiering |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.2.1 Antal gränsöverskridande operationerO.2.1.1 av vilka antalet gemensamma utredningsgrupperO.2.1.2 av vilka antalet operativa aktiviteter som omfattas av EU:s verksamhetspolitiska cykelO.2.2 Antal expertmöten/workshops/studiebesök/gemensamma övningarO.2.4 Antal fordon som anskaffats för gränsöverskridande operationerResultatindikatorer:R.2.5 Uppskattat värde av medel som frysts i gränsöverskridande operationerR.2.6 Antal illegala droger som beslagtagits i gränsöverskridande verksamhet per produktgruppR.2.7 Antal beslagtagna vapen i gränsöverskridande operationer efter vapentypR.2.8 Antal administrativa enheter som nyligen har utvecklat/anpassat befintliga mekanismer / förfaranden/ verktyg /riktlinjer för samarbete med andra medlemsstater /unionens organ eller institutioner /tredjeländer/ internationella organisationerR.2.9 Antal personer som deltagit i gränsöverskridande operationer |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025 |
| **Projektet inleds senast** | Se utlysningen |

### 2 B Förbättrad samordning och ökat samarbete mellan myndigheter och andra relevanta aktörer, både inom och mellan medlemsstater

|  |
| --- |
| 2 B 1 Koordination, samarbetsmodeller, nätverk, metoder för informationsutbyte, utbildning för att främja samarbetet |
|  Gränsöverskridande brottslighet såsom it-brottslighet och bekämpning av brott som begås med hjälp av datanät förutsätter både nära internationellt samarbete och effektivare nationellt samarbete. Informationen är ofta decentraliserad, problemen spänner över många myndigheter eller stater och det finns inte alltid tillgång till den särskilda kompetens som behövs eller till tillräckliga resurser. Koordinationen och samarbetsmodellerna mellan brottsbekämpande myndigheter, andra behöriga myndigheter och andra aktörer ska utvecklas både inom och mellan medlemsstater. För att svara på den snabba tekniska utvecklingen och digitaliseringen måste det tvärsektoriella operativa samarbetet effektiviseras genom utveckling och användning av nya metoder för samarbete och informationsutbyte samt nya tekniska tillämpningar och verktyg. Att förhindra brottslig verksamhet inom yrkesmässig och organiserad brottslighet och dess etablering i lagliga och samhälleliga strukturer är en av de centrala åtgärderna inom EU:s strategi för säkerhetsunionen för perioden 2020–2025. Överföringen av information och data mellan brottsbekämpande myndigheter och andra behöriga myndigheter förbättras på både nationell och internationell nivå. I bekämpning av brott ska informationen vara tillgänglig vid rätt tidpunkt i myndigheternas gemensamma operationer.**Målet är att sänka gränssnitten mellan myndigheternas roller och sektorer och göra samarbetet mer smidigt både nationellt och internationellt.**Understöd kan beviljas för projekt där man till exempel: * utvecklar modeller för koordination och samarbete mellan brottsbekämpande myndigheter, andra behöriga myndigheter och andra aktörer både i Finland och med andra länder,
* bekämpar grov brottslighet med samarbete mellan myndigheter och intressentgrupper och med hjälp av straffrättsliga och administrativa metoder,
* förbättrar överföringen av information och data mellan brottsbekämpande myndigheter och andra behöriga myndigheter och harmoniserar arbetsprocesser på både nationell och internationell nivå,
* bibehåller Finlands deltagande i internationella nätverk,
* utvecklar nya metoder för informationsutbyte och tar i bruk nya applikationer och verktyg, såsom identifieringsteknik eller gemensamma sökanslutningar för tillgängliga databaser.
* ökar den gemensamma utbildningen, till exempel för EMPACT-verksamhet, framväxande typer av brott såsom miljöbrottslighet, för online underrättelseverksamhet och annan analys- och utredningsverksamhet.

Resultatmål:* koordinations- och samarbetsmodellerna och samarbetsprocesserna har blivit smidigare,
* nya applikationer och metoder för informationsutbyte har tagits i bruk,
* kvaliteten på och användbarheten av myndigheternas utrustning i gemensamma operationer har förbättrats,
* utbildning som främjar samarbete har ordnats till exempel i undersökning av narkotika-, it- och miljöbrottslighet samt annan gränsöverskridande brottslighet,
* internationella samarbetsnätverk har medfört mervärde till nationell utveckling.
 |
| **Understöd** | 75 % |
| **Möjliga stödmottagare** | Behöriga myndigheter och andra relevanta aktörer |
| **Samordning med annan EU-finansiering** | Åtgärder samordnas med BMVI-finansiering och Europols finansiering |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.2.2 Antal expertmöten/workshops/studiebesök/gemensamma övningarO.2.3 Mängden anskaffad utrustningResultatindikatorer: - |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025 |
| **Projektet inleds senast** | Se utlysningen |

### 2 C Förbättra samarbete mellan myndigheter på unionsnivå mellan medlemsstaterna och mellan medlemsstaterna och relevanta unionsinstitutioner och organ, och på nationell nivå mellan medlemsstaternas myndigheter

|  |
| --- |
| 2 C 1 Sändning av kontaktpersoner till internationella samarbetsorgan |
| Bekämpningen och undersökningen av gränsöverskridande brottslighet, bl.a. miljö-, IT- och narkotikabrottslighet och annan internationell brottslighet förutsätter ett intensivt internationellt och ofta multilateralt samarbete. Polisens sambandsmän kan särskilt sändas till Europol, bl.a. J-CAT (Joint Cybercrime Action Taskforce). Utstationeringen av kontaktpersoner är för närvarande beroende av begränsad nationell finansiering. Som verksamhetsställen för polisens sambandsmän väljs platser som är centrala med tanke på bekämpningen av brott bl.a. när det gäller att förhindra brottslighet till Finland. Finlands polissambandsmän används också av Tullens och Gränsbevakningsväsendets sambandsmän och hjälper vid behov också myndigheterna i de övriga nordiska länderna.  |
| **Understöd** | 75 % |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Åtgärder samordnas åtminstone med BMVI-fonden och Europols finansiering |
| **Indikatorer som ska tillämpas** Outputindikatorer:-Resultatindikatorer:- |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025 |
| **Projektet inleds senast** | Se utlysningen |

### SM2 Operativt stöd

|  |
| --- |
| I detta specifika mål används det operativa stödet för att delta i gemensamma operationer för att säkerställa en hög säkerhetsnivå i unionen. Med operativt stöd täcker man personalkostnader för operationer, utredningsgrupper, utbildning och övningar samt underhåll av tekniska verktyg och utrustning som behövs för dessa. |
| **Understöd** | 100 % |
| **Möjliga stödmottagare** | Polisen |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer: -Resultatindikatorer: - |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025 |
| **Projektet inleds senast** | Se utlysningen |

### SM 2 Specialåtgärder

Specialåtgärder är projekthelheter som genomförs av en medlemsstat eller flera medlemsstater tillsammans,och som ger särskilt mervärde för EU. Genom specialåtgärder finns möjlighet till tilläggsfinansieringför fondens program. Finansiering som beviljats Finland öppnas för ansökan inom ramen för fondensutlysningar.

|  |
| --- |
| Förebyggande åtgärder mot icke-kontanta betalningsbedrägerier och icke-kontanta betalningsbedrägerier relaterade till virtuella valutor – PROVAC (ISF/2024/SA/2.2.1/003) |
| Målet för projektet Förebyggande åtgärder mot icke-kontanta betalningsbedrägerier och icke-kontanta betalningsbedrägerier i anslutning till virtuella valutor – PROVAC är att förbättra den nationella kapaciteten att förebygga och bekämpa icke-kontanta betalningsbedrägerier. Med hjälp av projektet strävar man efter att förbättra lägesbilden, utveckla mekanismer och bästa praxis för tidig identifiering av offer samt förbättra brottsbekämpande myndigheters kapacitet att identifiera användning av virtuella valutor i brottsmisstänkta personers mobila enheter. I projektet identifieras arbetsmetoder samt anskaffas och utvecklas nödvändiga digitala arbetsredskap. I projektet utbildas personalen i att identifiera data relaterade till virtuella valutor i mobiltelefontrafik och mobila enheter.Den finansiering som riktas till specialåtgärden används till:* förbättring och utveckling av lägesbilden gällande icke-kontanta betalningsbedrägerier och icke-kontanta betalningsbedrägerier i anslutning till virtuella valutor
* förbättring av färdigheterna för att identifiera användning av applikationer för virtuella valutor i mobiltelefoner bland annat genom att identifiera arbetsmetoder samt skaffa och utveckla nödvändiga digitala arbetsredskap och
* utbildning av personalen i att skapa en lägesbild och identifiera information om virtuella valutor i mobilanslutningar och mobila enheter.

Aktörer som drar nytta av lägesbilden identifieras i ett tidigt skede av projektet och involveras i relevanta funktioner. I utvecklingen av digitala arbetsredskap används EACTDA:s (European Anti Cybercrime Technology Development Association) tjänster och i utvecklingen av utbildningar används ECTEG:s (European Cybercrime Training and Education Group) tjänster. Projektverksamheten ska i tillämpliga delar formellt integreras i de befintliga EMPACT-strukturerna.**Resultatmål:** Man har skapat en lägesbild av icke-kontanta betalningsbedrägerier och icke-kontanta betalningsbedrägerier i anslutning till virtuella valutor, de brottsbekämpande myndigheternas färdigheter för att identifiera användning av applikationer för virtuella valutor i brottsmisstänktas mobiltelefoner har förbättrats och de brottsbekämpande myndigheternas kompetens för identifiering av information som berör lägesbilden och virtuella valutor i mobiltelefonanslutningar och mobila enheter har ökats.  |
| **Understöd** | 90 % |
| **Möjliga stödmottagare** | Polisen |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas**Utfallsindikatorer:O.2.2 Antal expertmöten/workshops/studiebesök/gemensamma övningarResultatindikatorer:R.2.8 Antalet administrativa enheter som nyligen har inrättat nya eller anpassat befintliga mekanismer/förfaranden/utrustning/anvisningar för informationsutbyte för samarbete med andra medlemsstater/unionsorgan eller -institutioner/tredje länder/internationella organisationerI åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem. |
| **Ansökningstid** | våren 2025 |
| **Projektet inleds senast** | Se utlysningen |

## Specifikt mål 3 Förebyggande och bekämpning av brottslighet

### 3 A Utbildning, övningar och delande av bästa praxis

|  |
| --- |
| 3 A 1 Kompetensutveckling |
| Ett av ISF-programmets övergripande teman är kompetensutveckling. Myndigheter är ständigt i behov av ny kompetens bland annat på grund av nya metoder, framsteg inom digitaliseringen och nya företeelser inom brottsligheten. Man måste också förstärka prognostiseringskompetensen och verksamhetens kunskapsbas. ISF-finansiering ska förbättra kunnandet och informationsgrunden relaterade till bland annat bekämpning av korruption, skydd av kritisk infrastruktur, cyberbrottslighet, ungdomsbrottslighet, gängkriminalitet, organiserad brottslighet, bekämpning av terrorism, analytisk expertis och hantering av specifika situationer. Utbildningens innehåll och metoder behöver utvecklas. Polisutbildningssystemet ska utvecklas bland annat på grund av snabbt förnybar teknik.**Målet är att de brottsbekämpande myndigheterna alltid har aktuell kompetens och en aktuell informationsgrund.** Understöd kan beviljas för projekt där man till exempel:* genomför utbildningar till exempel i anknytning till radikalisering, människohandel, kampen mot cyberbrottslighet, korruption och CBRNE-situationer,
* utvecklar utbildning för myndigheter och representanter för viktiga organisationer i identifiering av terrorism,
* utvecklar den nationella lednings- och analysförmågan i särskilda situationer,
* deltar i nationella och internationella utbildningar och samarbetsgrupper,
* stärker det nationella och internationella utbildningssamarbetet mellan myndigheter och universitet,
* utvecklar utbildningssystem,
* Polisyrkeshögskolan deltar i utbytesprogram och främjar internationell rörlighet bland myndigheterna,
* ordnar övningar,
* utvärderar verksamhetens slagkraft.

Resultatmål:* en kunskapsväg har utvecklats för att främja samarbete mellan myndigheter för att förbättra cyberkompetensen. Utbildningens kontinuitet beaktas,
* undersökningen har inte bara tagit hänsyn till förundersökningsmyndigheterna (polis, tull, gräns, försvarsmakten) utan även andra relevanta aktörer, såsom Säkerhetspolisen, Åklagarmyndigheten, domstolarna, Traficom, Konkurrens- och konsumentverket, Migrationsverket och utsökningsväsendet,
* högskolesamarbete för att utveckla expertis för förebyggande av cyberbrottslighet har utökats.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som syftar till att förebygga och bekämpa radikalisering/cyberbrottslighet |
| **Möjliga stödmottagare** | Behöriga myndigheter, utbildningsorganisationer och aktörer i tredje sektorn |
| **Samordning med annan EU-finansiering** | De gemensamma temana för den finska RRF-planen och ISF-programmet är cybersäkerhet och penningtvätt. ISF:s fokus ligger på förebyggande av cyberbrottslighet, utredning och brottsbekämpande utbildning samt RRF:s omfattande cybersäkerhetsutbildning och forskning. Aktiviteterna gällande utveckling av kompetensen kommer också att samordnas med BMVI-fonden och finansieringsprogrammet på det rättsliga området.  |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.3.1 Antal deltagare i utbildningsverksamhetO.3.2 Antal utbytesprogram/workshops/studiebesökResultatindikatorer:R.3.12 Antal deltagare som tycker att utbildningsverksamheten är användbar i sitt arbeteR.3.13 Antal deltagare som tre månader efter att utbildningsverksamheten upphört deklarerar att de använder de färdigheter och den kompetens som förvärvats i utbildningsverksamheten |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025(om finansiering återstår) |
| **Projektet inleds senast** | Se utlysningen |

###

### 3 B Att kombinera resurser och kunskap

|  |
| --- |
| 3 B 1 Samarbete, delning av god praxis, utveckling av verksamhetsmodeller |
| Att kombinera resurser mellan myndigheter och i samarbete med den privata sektorn, näringslivet och organisationsfältet är en väsentlig del av programmets åtgärder i nästan alla av programmets teman, såsom cyberbrottslighet, ungdomsbrottslighet, gängkriminalitet, organiserad brottslighet, narkotika, radikalisering, penningtvätt eller skydd av offer. **Målet är att förstärka den gemensamma kompetensen, göra samarbetspraxis smidigare och dela och inrikta resurser på så sätt att de gynnar alla parter.** Understöd kan beviljas för projekt där man till exempel:* fördjupar samarbetet och delningen av praxis för att förbättra den inre säkerheten,
* bland annat genom att utnyttja nordisk praxis utvecklar verksamhetsmodeller för att utveckla identifiering och förebyggande av och ingripande i ett tidigt skede i bland annat narkotikabrottslighet, korruption, gängbildning, terrorism, våldsbejakande radikalisering och extremism samt bekämpa terroristisk propaganda,
* utvidgar Centralkriminalpolisens Exit-verksamhet så att den utöver organiserad brottslighet och våldsam extremism även omfattar medlemmar i gatugäng,
* förstärker informationsutbytet och dess processer mellan myndigheter och den privata sektorn, till exempel med finanssektorn vad gäller penningtvätt och bedrägeribrottslighet,
* utvecklar polisens analysverksamhet för att identifiera objekt och rikta resurserna inom avslöjande verksamhet,
* utvecklar nya verksamhetsformer för avlägsnande av vinning av brott,
* vidtar åtgärder som ingriper i terroristiskt innehåll,
* utvecklar den administrativa brottsbekämpningen vad gäller bland annat penningtvätt, bedrägeribrottslighet och bekämpning av korruption, inklusive organisationer, den privata sektorn och näringslivet,
* förbättrar lägesbilden över penningtvätt och finansiering av terrorism i Finland,
* utvecklar sektorsövergripande förebyggande verksamhet oberoende av brottstyp på ett sätt som är effektivt med tanke på den inre säkerheten,
* strävar efter att bryta bland annat brotts- och gängbildningsspiraler,
* säkerställer myndigheternas och de övriga aktörernas kompetens och funktionernas riksomfattande täckning,
* styr målpersoner till myndighetsservicevägar,
* stöder kompetens, ork och egen aktivitet i kamratnätverk (såsom nätverk för kvinnor, ungdomar och föräldrar),
* utvecklar verksamhetsmodeller för till exempel samarbete och kamratstödsverksamhet,
* utvecklar utvärderingsmetoder för att bedöma åtgärdernas effektivitet,
* utbildar aktörer och familjer,
* kombinerar forskningsbaserad kunskap med verksamhetsutveckling,

utvärderar verksamhet.Resultatmål: * lokala verksamhetsmodeller och förebyggande politik har utvecklats och pilottestats genom samarbete mellan olika aktörer,
* ett nytt slags riktat arbete med den fjärde sektorn (t.ex. föräldranätverk/familjer) har utvecklats,
* kunskap och enhetliga förfaranden har förvärvats i olika delar av landet,
* nya tillvägagångssätt och stödformer har skapats och befintliga har vidareutvecklats,
* kompetensen hos i synnerhet aktörerna inom den inre säkerheten och yrkesmännen i olika berörda grupper har förbättrats,
* en nationell bedömning av riskerna för penningtvätt och finansiering av terrorism har utarbetats.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som syftar till att förebygga och bekämpa radikalisering. |
| **Möjliga stödmottagare** | Behöriga myndigheter på olika nivåer, utbildningsorganisationer, gemenskaper och aktörer i tredje sektorn |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.3.1 Antal deltagare i utbildningsverksamheterO.3.2 Antal utbytesprogram/workshops/studiebesökO.3.6 Antal brottsförebyggande projektResultatindikatorer:R.3.9 Antal initiativ som utvecklats/vidareutvecklats för att förhindra radikalisering R.3.12 Antal deltagare som anser att utbildningsverksamheten är användbar i sitt arbeteR.3.13 Antal deltagare som tre månader efter att utbildningsverksamheten upphört deklarerar att de använder de färdigheter och den kompetens som förvärvats i utbildningsverksamheten |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025(om finansiering återstår) |
| **Projektet inleds senast** | Se utlysningen |

### 3 C Utveckling av åtgärder för att stödja vittnen, visselblåsare och brottsoffer

|  |
| --- |
| 3 C 1 Stöd-, skydds- och informationsåtgärder och utveckling av verksamhetsmodeller |
| EU:s brottsofferdirektiv från 2012 ålägger EU:s medlemsstater att ta hänsyn till brottsoffrens status i sin lagstiftning. Direktivet revideras just nu. Direktivet föreskriver information, stöd, skydd och deltagande i straffrättsliga förfaranden som rör brottsoffers rättigheter. Den som utsatts för brott ska informeras om sina rättigheter i förhållande till stödtjänster, behovet av skydd för brottsoffret ska bedömas samt om särskilda skyddsåtgärder behövs och brottsoffrets ställning ska beaktas, t.ex. exempel vid förhör. Utöver direktivet har en förordning om ömsesidigt erkännande av skyddsåtgärder antagits för att förbättra skyddet för brottsoffer. Enligt en europeisk skyddsbestämmelse som utfärdats i ett EU-land kan en person även få skydd när hen förflyttar sig till en annan medlemsstat utan att behöva inleda ett nytt förfarande för att få skydd där. Också EU-direktivet om förebyggande av människohandel och om skydd av dess offer syftar till att effektivisera skyddet av offer för människohandel. Även detta direktiv revideras just nu. EU:s offerstrategi 2020–2025 innehåller fem prioriteter genom vilka man konkret närmar sig förstärkandet av offrens rättigheter. Dessa är effektiv kommunikation och en trygg miljö för offer att göra brottsanmälan, bättre skydd av och stöd till de mest utsatta offren, förenklad tillgång till ersättningar för offren, effektivare samarbete och koordination mellan olika aktörer vad gäller offrens rättigheter och en starkare internationell dimension av offrens rättigheter.Det finns dock fortfarande brister i förverkligandet av brottsoffers rättigheter. Myndigheterna saknar information om specifika offerfrågor. Resurserna är otillräckliga och samarbetet mellan de olika parterna är inte alltid tillräckligt nära. Lika tillgång för brottsoffer till myndigheternas tjänster och hänsyn till brottsoffrets individuella situation måste säkerställas. Enligt regeringsprogrammet ska regeringen utarbeta ett brottsofferpolitiskt åtgärdsprogram.När det gäller att avslöja överträdelser trädde direktivet om skydd för personer som rapporterar om överträdelser av unionsrätten i kraft i december 2019. Ett av de viktigaste målen för direktivet är att förstärka och förenhetliga skyddet för personer som rapporterar om överträdelser.ISF-finansiering kommer att förbättra till exempel den rikstäckande kommunikationen om brottsoffrets rättigheter, tillgängligt bistånd och ersättningssystem. Den förebyggande kommunikationen bör också utökas, till exempel om bedrägerier på nätet. Bistånd och skydd för offer förbättras genom utveckling av servicestigar, praxis, informationssystem, elektroniska verktyg och tekniska säkerhetsanordningar. Det interprofessionella nätverket kommer att intensifieras. De särskilda behoven hos utsatta personer beaktas.**Syftet är att förbättra situationen för och skyddet av brottsoffer och vittnen samt deras tillgång till information.**Understöd kan beviljas för projekt där man till exempel: * utbildning, information och rådgivning om de åtgärder som förutsätts i anmälarskyddslagen ordnasförbättrar tillgängligheten och kvaliteten på stödtjänsterna för brottsoffer/vittnen,
* förbättrar tillgängligheten och kvaliteten på skyddsåtgärder,
* ökar informeringen,
* förebygger risken att bli utsatt för brott, till exempel genom informering,
* utvecklar verksamhetsmodeller och samarbete mellan myndigheter, den privata sektorn och organisationer,
* fördjupar kompetensen inom avslöjande av brottslig verksamhet, undersökningar och lagföring samt i hur man bemöter brottsoffer.

Resultatmål: * ett rapporterings- och skyddssystem har skapats i de ovan nämnda organisationerna och nödvändiga ändringar har genomförts i myndigheternas befintliga informationssystem,
* personerna som behandlar anmälningarna har utbildats i behandlingen av anmälningar,
* avgiftsfri, omfattande information finns tillgänglig för organisationens arbetstagare och alla medborgare om rapporteringsmöjligheter, rapporteringskanaler, skydd och hur anmälningar görs,
* verkställigheten av straffansvar har förbättrats,
* kompetensen inom identifiering av offer har förbättrats,
* tillgång till stöd och skydd för offer/vittnen har förbättrats,
* vägledning om officiell praxis har förbättrats,
* informationen gällande stöd för brottsoffer har utökats och förbättrats,
* samarbete och informationsutbyte mellan myndigheter, den privata sektorn och organisationer har intensifierats.
 |
| **Understöd** | 75 % |
| **Möjliga stödmottagare** | Behöriga myndigheter på olika nivåer, gemenskaper och aktörer i tredje sektorn, centrala organisationer på privata sektorn |
| **Samordning med annan EU-finansiering** | Åtgärderna samordnas med Europeiska kommissionens finansieringsprogram för medborgarskap, jämlikhet, grundläggande rättigheter och värderingar (CERV) och AMIF-fonden. |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.3.1 Antalet deltagare i utbildningsverksamhetO.3.3 Mängden anskaffad utrustningO.3.7 Antalet projekt som hjälper brottsofferO.3.8 Antalet brottsoffer som fått stödResultatindikatorer:R.3.12 Antal deltagare som tycker att utbildningsverksamheten är användbar i sitt arbeteR.3.13 Antal deltagare som tre månader efter att utbildningsaktiviteten avslutats anger att de använder de färdigheter och den kompetens som förvärvats i utbildningen i fråga |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025(om finansiering återstår) |
| **Projektet inleds senast** | Se utlysningen |

### 3 D Uppgradering av utrustning, utbildningsverktyg och annan säkerhetsinfrastruktur

|  |
| --- |
| 3 D 1 Utveckling av utrustning, verktyg och annan infrastruktur |
| Myndigheter har kontinuerligt behov av att utveckla utrustningens och verktygens prestanda. Myndigheters förmåga att identifiera och bekämpa olika hot varierar. Utrustning är inte heller lika tillgänglig i alla områden. Det kan ta för lång tid att få utrustningen på plats i händelse av en olycka. Dessutom kräver användningen av verktyg och utrustning kompetens som inte alla har. Utrustning och tillbehör bör uppdateras regelbundet i takt med att tekniken går framåt och ersättningsköp görs. Dessutom måste mobiltjänsterna kunna utökas.Till exempel när det gäller utvecklingen av förmågan att bekämpa terrorism finns det behov exempelvis vad gäller flygplansprestanda medan det inom bekämpningen av cyberbrottslighet och i det brottstekniska laboratoriet finns behov av att skaffa anordningar, verktyg och programvara. Även mängden personlig skyddsutrustning och CBRNE-anordningar ska utökas och den befintliga utrustningen förnyas.**Målet är att myndigheternas respons- och prestationsförmåga utvecklas med beaktande av lämplighet för utbildning och gemensamma operationer.** Understöd kan beviljas för projekt där man förnyar och ökar till exempel:* teknik och utrustning som används i brottsbekämpning och brottsutredning,
* myndigheternas informationstekniska lösningar,
* särskild utrustning,
* mätinstrument,
* skyddsutrustning,
* verktyg och metoder för polisens undersökning av terminalutrustning,
* terminalutrustning, programvaror, nätverk,
* mobiltjänster och mobila enheter,
* redskap för lagring, delning och analysering av data.

Resultatmål:* respons- och prestationsförmågan hos de behöriga myndigheterna inom den inre säkerheten har förbättrats i och med anskaffning av utrustning och materiel,
* regionala skillnader i tillgång och färdigheter att använda utrustning har minskat.
 |
| **Understöd** | 75 % Understödet kan höjas till 90 procent för projekt som syftar till att förbättra säkerheten och motståndskraften hos kritisk infrastruktur samt till att bekämpa it-brottslighet (även andra punkter i ISF-förordningens appendix IV kan tillämpas). |
| **Möjliga stödmottagare** | Behöriga myndigheter. |
| **Samordning med annan EU-finansiering** | Med BMVI-finansiering anskaffas utrustning och teknik för gränskontrolländamål. |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.3.3 Mängden anskaffad utrustningO.3.4 Antal anskaffade fordonO.3.5 Antal anläggningar/utrustning/mekanismer som är relevanta för infrastruktur/säkerhet byggd/anskaffad/uppgraderadO.3.6 Antal brottsförebyggande projektResultatindikatorer:R.3.11 Antal kritiska infrastrukturer/offentliga utrymmen med nya eller anpassade möjligheter för säkerhetsrisker |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025(om finansiering återstår) |
| **Projektet inleds senast** | Se utlysningen |

### 3 E Skydd av kritisk infrastruktur

|  |
| --- |
| 3 E 1 Åtgärder för att skydda kritisk infrastruktur och medborgare |
| Kritisk infrastruktur definieras i ISF-förordningen som en tillgång, ett nätverk, ett system eller en del därav som är väsentlig för att upprätthålla viktiga samhällsfunktioner, hälsa, säkerhet och ekonomiskt och socialt välbefinnande för medborgare och vars avbrott, störning eller förstörelse skulle ha en betydande effekt i en medlemsstat. Kritisk infrastruktur omfattar såväl fysiska anläggningar och strukturer som elektroniska funktioner och tjänster. I allt högre grad är sårbarheter också relaterade till cybersäkerhet och aktörens skydd. Kritisk infrastruktur för samhällets vitala funktioner, befolkningens hälsa, välbefinnande och försörjning, landets ekonomi och nationella försvar ska kunna säkras även vid allvarliga störningar och exceptionella omständigheter.Myndigheternas prestation och reaktion på olika situationer som äventyrar kritisk infrastruktur har utvecklats under de senaste åren på nationell och lokal nivå, till exempel genom att utveckla strukturer, verksamhetsmodeller och utrustning och genom att öka kompetensen. Verksamhetsmiljön och den snabba tekniska utvecklingen förutsätter dock kontinuerliga och proaktiva prestationsbedömningar och utvecklingsinsatser i en accelererande takt. På EU-nivå reformerar man direktivet om skyddet av kritisk infrastruktur. Direktivförslaget förutsätter att EU-länderna fastställer myndigheter som ansvarar för den kritiska infrastrukturens motståndskraft mot kriser, bedömer sina livsviktiga funktioner inom direktivets tillämpningsområde och utser nationellt betydande kritiska infrastruktur- och serviceaktörer utifrån gemensamma europeiska kriterier.Nya sätt att begå brott och sårbarheter måste beaktas i skyddet av kritisk infrastruktur och även bredare i skyddet av offentliga rum, och man ska också vara förberedd på dessa. Till exempel fordon har redan använts i terroristiskt syfte mot folkmassor, medan till exempel UAS-attacker hittills varit ett marginellt fenomen. I skyddet av kritisk infrastruktur ska man också vara beredd på olyckor, kriser och störningar i samhällets livsviktiga funktioner, såsom i el- och vattenförsörjningen. Kritisk infrastruktur är även ett potentiellt objekt för hybridpåverkan. Antalet CBRNE-hot från obemannade luftfartyg beräknas öka i framtiden. Terrorismen åtföljs dessutom av ökad och avancerad UAS-kapacitet och av helt nya hot mot samhället. En integrerad del av obemannad luftfart är också motåtgärder (motåtgärder mot fjärrstyrda luftfartyg av typen C-UAV, Counter-Unmanned Aerial Vehicle), som myndigheterna ska ha tillräcklig kapacitet för. Utan motståndsförmåga kan myndigheterna inte på ett tillräckligt effektivt sätt hantera de CBRNE-hot som denna typ av luftfartyg kan utgöra mot potentiellt stora evenemang för allmänheten, statsbesök eller andra högrisksituationer.Genomförandet av förebyggande säkerhetsarbete och samarbete mellan myndigheter, kommuner och organisationsaktörer är centralt för mjuka anläggningar och offentliga utrymmen. Nuvarande och kommande risker samt den fysiska och den digitala infrastrukturens ömsesidiga beroendeförhållanden måste beaktas i omfattande grad när man planerar och genomför åtgärder för att skydda medborgare och kritisk infrastruktur.**Målet är en starkare CBRNE-prestationsförmåga för att skydda medborgare och kritisk infrastruktur från incidenter, närmare samarbete och främjande av effektiv hantering av säkerhetsrisker och -kriser.**Understöd kan beviljas för projekt där man till exempel:* organiserar test-, utvecklings-, utbildnings- och träningsaktiviteter och anskaffar utrustning relaterad till skydd av kritisk infrastruktur,
* förbättrar säkerhetsmyndigheternas självskydd av offentliga lokaler.

*Exempel på funktion: Utveckling av CBRNE-prestanda hos säkerhetsaktörer*Myndigheterna har utvecklat sin egen CBRNE-kapacitet och verksamheten vägleds av CBRNE-kommittén som inrättats under den nationella CBRNE-strategin. Trots den nationella strategins och kommitténs arbete har utvecklingen av beredskapen tystats för att utveckla enskilda myndigheters verksamhet snarare än att utveckla ett omfattande samarbete. Det finns för lite utbildning att tillgå.ISF-finansiering utvecklar ett starkt samarbete för finländska säkerhetsaktörer inom CBRNE-sektorn. Utvecklingen kommer att fokusera på att stärka kompetensen hos olika aktörer och att förbättra säkerhetsaktörernas gemensamma prestation när det gäller att bemöta CBRNE-hot i normala samhällssituationer, i situationer med störningar av normala förhållanden och i exceptionella situationer av varierande grad. Samarbetet mellan olika aktörer kommer att stärkas och kompetensen harmoniseras, till exempel när det gäller att identifiera CBRNE-risker och skapa aktuella hotscenarier med hänsyn till globala trender. Nya typer av träningskoncept, som simulering och virtuell träning, ökar effektiviteten och säkerheten i undervisningen i farliga ämnen, vars metodiska modeller kan främjas för att uppnå de uppsatta huvudmålen.De grundläggande CBRNE-kompetenserna hos säkerhetsaktörer inom den offentliga sektorn kommer att utvecklas och CBRNE-specialister kommer att utbildas genom vidareutbildning. Dessutom analyseras tillgänglig utrustning. Resultatmål:* en uppdaterad definition av säkerhetsaktörernas beredskaps- och kompetensbehov baserad på CBRNE-hotscenariot har gjorts.
* samarbete mellan utbildningsanstalter har etablerats,
* både grundutbildning och fortbildning har tillhandahållits,
* säkerhetsaktörer har hela tiden en gemensam proaktiv bild.
 |
| **Understöd** | 75 %Understödet kan höjas till 90 procent för projekt som syftar till att förbättra säkerheten och motståndskraften hos kritisk infrastruktur. |
| **Möjliga stödmottagare** | Behöriga myndigheter |
| **Samordning med annan EU-finansiering** | Åtgärder samordnas med RescEU-finansiering. |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer:O.3.1 Antal deltagare i utbildningsverksamhetO.3.2 Antal utbytesprogram/workshops/studiebesökO.3.3 Mängden anskaffad utrustningResultatindikatorer:R.3.12 Antal deltagare som tycker att utbildningsverksamheten är användbar i sitt arbeteR.3.13 Antal deltagare som tre månader efter att utbildningsverksamheten upphört deklarerar att de använder de färdigheter och den kompetens som förvärvats i utbildningsverksamheten |
| **Ansökningstid** | våren 2024, hösten 2024, våren 2025, hösten 2025(om finansiering återstår) |
| **Projektet inleds senast** | Se utlysningen |

### SM3 Operativt stöd

|  |
| --- |
| Med operativt stöd täcks personalkostnader och underhållet av tekniska verktyg och teknisk utrustning som behövs för att förebygga, avslöja och undersöka grov och organiserad gränsöverskridande brottslighet. |
| **Understöd** | 100 % |
| **Möjliga stödmottagare** | Polisen |
| **Samordning med annan EU-finansiering** |  |
| **Indikatorer som ska tillämpas** I åtgärderna ska även tillämpas andra indikatorer än de som finns i detta specifika mål, om verksamheten som genomförs kan mätas med dem.Outputindikatorer: -Resultatindikatorer: - |
| **Ansökningstid** | Inga planerade utlysningar (finansieringen är bunden) |
| **Projektet inleds senast** | Se utlysningen |
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